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**SCHEDULE D: COORDINATED TRANSACTION SCHEDULING**

THIS AGREEMENT was made the 1st day of January, 2006, and is hereby restated on the day of , 2015,

BETWEEN:

NEW YORK INDEPENDENT SYSTEM OPERATOR, INC., a not-for-profit corporation established under the laws of New York State, hereinafter called the “NYISO”.

And

ISO NEW ENGLAND INC., a not-for-profit, private corporation established under the laws of the State of Delaware, hereinafter called “ISO-NE”.

……………………………………………………………………………………………………………....

**ARTICLE 6.0: EXCHANGE OF INFORMATION AND CONFIDENTIALITY**

ISO-NE and NYISO are authorized and agree to exchange and share such information as is required for the Coordination Committee to perform its duties and for the Parties to fulfill their obligations under this Agreement. Any Party that receives Confidential Information or Critical Energy Infrastructure Information (“CEII”) pursuant to this Article 6 (the “Receiving Party”) shall treat such information as confidential subject to the terms and conditions set forth in Section 6.5 of this Agreement.

**6.1 Information**

Parties are authorized and agree to share the following information:

(a) Information required to develop Operating Instructions;

(b) Transmission System facility specifications and modeling data required to perform Security analysis;

(c) Functional descriptions and schematic diagrams of Transmission System protective devices and communication facilities;

(d) Ratings data and associated ratings methodologies for the Interconnection Facilities;

(e) Telemetry points, equipment alarms and status points required for real-time monitoring of Security dispatch;

(f) Data required to reconcile accounts for inadvertent energy, and for Emergency Energy transactions;

(g) Transmission System information that is consistent with the information sharing requirements imposed by the NERC and NPCC;

(h) Such other information as may be required for the Parties to maintain the reliable operation of their interconnected Transmission Systems and fulfill their obligations under this Agreement and to any Standards Authority of which either Party is a member, provided, however, that this other information will be exchanged only if it can be done in accordance with applicable restrictions on the disclosure of information to any Market Participant; and

(i) Information related to the administration of CTS including:

* ISO-NE Market Participant user and organization information;
* ISO-NE Supply Price Points for each CTS Enabled Interface;
* ISO-NE Transfer Limits for each CTS Enabled Interface;
* NYISO and ISO-NE Operating Reserves and reserve requirements;
* Day-ahead schedules, and real-time actual output and limits for NYCA generators that have capacity obligations in the ISO-NE market and for NECA generators that have capacity obligations in the NYISO market;
* Real-time bids, including real-time bids to wheel energy, submitted at a CTS Enabled Interface between the NYCA and the NECA (to be provided by NYISO);
* NYISO Day Ahead Operating Plan; and
* NYISO RTC results, including cleared MWs for all bids at a CTS Enabled Interface between the NYCA and the NECA, as well as LMPs, Transfer Limits and constraint information related to the scheduling of real-time energy transactions between the NYCA and the NECA.

**6.2 Data Exchange Contact**

To facilitate the exchange of all such data, each Party will designate to the other Party’s Vice President in charge of operations a contact(s), plus one or more alternate contacts, to be available twenty-four (24) hours each day, seven (7) days per week to respond to data inquiries. An alternate contact of each Party shall be its Operations Control Room. Each Party shall provide the name, telephone number, e-mail address, and fax number of each contact and alternate. Each Party may change the designated contact by notifying the other Party’s Vice President in charge of operations in advance of the change.

The Parties agree to exchange data in a timely manner consistent with existing defined formats or such other formats to which the Parties may agree. Each Party shall provide notification to the other Party thirty (30) days prior to modifying an established data exchange format.

**6.3 Cost of Data and Information Exchange**

Each Party shall bear its own cost of providing information to the other Party.

**6.4 Other Data**

The Parties may share Confidential Information not listed in this Article 6 that is necessary for the coordinated operation of their systems, subject to the protections set forth in Section 6.5, below.

**6.5 Treatment of Confidential Information and Critical Energy Infrastructure Information**

(a) Definitions. For purposes of addressing information shared or exchanged pursuant to this Agreement, the term “Confidential Information” shall mean: (i) all information, whether furnished before or after the mutual execution of this Agreement, whether oral, written or recorded/electronic, and regardless of the manner in which it is furnished, that is marked “confidential” or “proprietary” or which under all of the circumstances should be treated as confidential or proprietary; (ii) information that is Confidential Information or Strategic Information under the ISO New England Information Policy or the NYISO Code of Conduct; (iii) information that is Protected Information under the NYISO Market Monitoring Plan; (iv) all reports, summaries, compilations, analyses, notes or other information of a Party hereto which are based on, contain or reflect any Confidential Information; or (v) any information which, if disclosed by a transmission function employee of a utility regulated by the FERC to a market function employee of the same utility system, other than by public posting, would violate the FERC’s Standards of Conduct set forth in 18 C.F.R. § 37 *et. seq*. and the Parties’ Standards of Conduct on file with the FERC.

(b) Labeling of Confidential Information. In circumstances where it may not be clear that information that is provided or exchanged between the Parties pursuant to the authority provided in this Agreement is Confidential Information, the information being provided should be clearly marked “confidential” or “proprietary.” Such labeling is not required for the regular, automated exchange of Confidential Information that occurs, for example, to permit the Parties to administer CTS.

(c) Protection. Except as set forth herein, the Receiving Party shall not, at any time during or after the term of this Agreement, in any manner, either directly or indirectly, divulge, disclose, or communicate to any person, firm, corporation or other entity, or use for any purposes other than those set forth herein, any Confidential Information acquired from the party disclosing the information (the “Disclosing Party”), without the express prior written consent of the Disclosing Party. The Receiving Party shall not disclose any Confidential Information to anyone except to officers and employees of the Receiving Party and to its outside consultants, advisers and/or attorneys, in each case who have a need to know to further the purposes set forth herein and who have been advised of the confidential nature of the Confidential Information and who have agreed to abide by the terms of this Agreement or are bound by equally restrictive covenants (collectively, “Authorized Representatives”). The Receiving Party agrees that it shall be liable for any breach of this Agreement by its Authorized Representatives.

(d) Survival. The obligation of each Party and each Authorized Representative under this Article 6 continues and survives the termination of this Agreement.

(e) Scope. This obligation of confidentiality shall not extend to data and information that, at no fault of the Receiving Party, is or becomes: (a) in the public domain or generally available or known to the public; (b) disclosed to a recipient by a non-Party who had a legal right to do so; or (c) independently developed by the Receiving Party or known to such Party prior to its disclosure hereunder.

(f) Required Disclosure or Submission on a Confidential Basis. If a governmental authority requests or requires the Receiving Party to publicly disclose any of the Disclosing Party’s Confidential Information, or if a request from another person or entity is made in writing pursuant to a legal discovery process, the Receiving Party shall provide the Disclosing Party with prompt notice of such request or requirement. The Disclosing Party shall in turn, to the extent required by the terms of its tariff, provide any Market Participant whose Confidential Information is the subject of possible disclosure with prompt written notice of the circumstances that may require such disclosure so that the Market Participant has a reasonable opportunity to seek a protective order or other appropriate remedy to prevent disclosure.

If a Receiving Party is required to publicly disclose any Confidential Information under this Section, the Parties shall meet as soon as practicable in an effort to resolve any and all issues associated with the required disclosure , and the possibility of further requested or required disclosures of the Disclosing Party’s Confidential Information.

The process described above shall also be followed if a governmental authority requests or requires the Receiving Party to submit any of the Disclosing Party’s Confidential Information on a confidential basis (with the exception of requests for Confidential Information from FERC or the Commodity Futures Trading Commission (“CFTC”) to the NYISO). The Receiving Party shall notify the governmental authority that the requested or required information contains NYISO or ISO-NE Market Participant specific Confidential Information, if applicable, and shall use reasonable efforts to protect the Confidential Information from public disclosure.

If FERC or the CFTC request or require the NYISO to submit any Confidential Information it received from ISO-NE on a confidential basis, the NYISO will seek permission to inform ISO-NE of the requirement or request and, if granted, will follow the procedures outlined above. In the event FERC or the CFTC does not permit the NYISO to notify ISO-NE of the request, NYISO shall inform FERC or the CFTC in writing that the disclosed information includes Confidential Information, and shall request that FERC or the CFTC inform NYISO before releasing to a third party any of the Confidential Information.

If a governmental authority (including FERC and the CFTC) that requested or required he submission, on a confidential basis, of Confidential Information by a Receiving Party issues a notice indicating that it is considering disclosing, or intends to disclose any Confidential Information provided by the Disclosing Party, or if the governmental authority (including FERC and the CFTC) receives a public records demand or other legal discovery request seeking disclosure of any Confidential Information provided by the Disclosing Party, the Receiving Party shall notify the Disclosing Party so that the Disclosing Party may seek an appropriate protective order or other appropriate remedy. The Disclosing Party shall in turn, to the extent required by the terms of its tariff, provide any Market Participant whose Confidential Information is the subject of possible disclosure under this provision with prompt written notice of the circumstances that may require such disclosure so that the Market Participant has a reasonable opportunity to seek a protective order or other appropriate remedy to prevent disclosure.

(g) Return of Confidential Information. Information provided pursuant to this Section 6 is deemed to be on loan, and remains the property of the Disclosing Party notwithstanding the disclosure of such Confidential Information to the Receiving Party hereunder. All Confidential Information provided by the Disclosing Party shall be returned by the Receiving Party to the Disclosing Party or destroyed, erased or deleted by the Receiving Party, with written confirmation provided to the Disclosing Party, promptly upon request. Upon termination of this Agreement, a Party shall use reasonable efforts to destroy, erase, delete or return to the Disclosing Party any and all written or electronic Confidential Information. Unless otherwise expressly agreed in a separate license agreement, the disclosure of Confidential Information to the Receiving Party will not be deemed to constitute a grant, by implication or otherwise, of a right or license to the Confidential Information or in any patents or patent applications of the Disclosing Party.

(h) Relief. Each Party acknowledges that remedies at law are inadequate to protect against breach of the covenants and agreements in this Article, and hereby in advance agrees, without prejudice to any rights to judicial relief that it may otherwise have, to the granting of equitable relief, including injunction, in the Disclosing Party’s favor without proof of actual damages. In addition to the equitable relief referred to in this Section, a Disclosing Party shall only be entitled to recover from a Receiving Party any and all gains wrongfully acquired, directly or indirectly, from a Receiving Party’s unauthorized disclosure of Confidential Information.

(i) Existing Confidential Information Obligations. Notwithstanding anything to the contrary in this Agreement, the Parties shall have no obligation to disclose Confidential Information or data to the extent such disclosure of information or data would be a violation of or inconsistent with applicable state or federal regulation or law. This Agreement requires the Parties to exchange Confidential Information that is necessary for the Coordination Committee to perform its duties, or for the Parties to fulfill their obligations under this Agreement. The Parties are not obligated to share Confidential Information for other purposes.

(j) The term “CEII” or “Critical Energy Infrastructure Information” shall mean all information, whether furnished before or after the mutual execution of this Agreement, whether oral, written or recorded/electronic, and regardless of the manner in which it is furnished, that is marked “CEII” or “Critical Energy Infrastructure Information” or which under all of the circumstances should be treated as such in accordance with the definition of CEII in 18 C.F.R. § 388.13(c)(1). The Receiving Party shall maintain all CEII in a secure place. The Receiving Party shall treat CEII received under this agreement in accordance with its own procedures for protecting CEII and shall not disclose CEII to anyone except its Authorized Representatives.

**6.6 Unauthorized Transfer of Third-Party Intellectual Property**

In the performance of this Agreement, no Party shall transfer to the other Party any Intellectual Property, the use of which by the other Party would constitute an infringement of the rights of another entity (including the Parties). In the event such transfer occurs, whether or not inadvertent, the transferring Party shall, promptly upon learning of the transfer, provide Notice to the receiving Party and upon receipt of such Notice the receiving Party shall take reasonable steps to avoid claims and mitigate losses.
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